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The online generation and dissemination of false information (e.g., through Facebook, Twitter, Snapchat 

and other Internet media), commonly referred to as “fake news”, has garnered immense public attention 

following the 2016 Brexit referendum, the 2016 and 2018 US elections, the 2019 Indian lynchings, and 

the 2019 rise in polio cases in Pakistan. Fake news undermines public life across the globe, especially in 

countries where journalistic practices and institutions are weak [3]. Some fake news is created to spread 

ideological messages or to create mischief whereas other fake news is created for profit, such as the 

Macedonian teenagers who created fake news sites to drive advertising [21]. 

 

Research shows that fake news spreads “significantly farther, faster, deeper, and more broadly” than true 

news [23:1146] and has had major societal impacts [14]. All signs indicate that it will get worse as 

political activists, scammers, alternative news media, and hostile governments become more sophisticated 

in their production and targeting of fake news.  

 

Fake news and other types of false information are also a matter of concern for business and management 

research and practice [2,8,18]. Businesses have engaged in deceptive communications such as 

greenwashing, astroturfing, false advertising and other types of false messages [4,13], but false content 

presented as news presents a novel range of issues for individuals, organizations, and societies [1,17]. 

 

The widespread adoption and use of information and communication technologies, particularly social and 

digital media, play a key role in the current wave of fake news and false information sweeping the globe 

[1,6,12]. We believe that the IS discipline can contribute significantly to the discourse, as it already has in 

related areas such as cyberdeviance [22] and deception [e.g., 5]. Our field can draw on its intellectual core 

of theories and empirical findings on the design, use, and impacts of IT artifacts at different levels of 

analysis. A nascent body of IS research on this topic is emerging [7,15,16,17,19]. Related areas such as 

review manipulation [e.g., 10] and social behaviors in online social networks [e.g., 9,11,20] can provide 

valuable lessons to apply to online fake news and false information more generally. Yet there is a dearth 

of evidence about many aspects, and many issues remain open to debate. 

 

This Special Section seeks to expand this emerging work and mobilize a full-fledged research agenda on 

fake news within the IS discipline. We call for papers addressing interesting IS questions around the fake 

news phenomenon on the Internet. We seek a wide range of research in content, theory, perspectives, 

methods, and stakeholders affected. We encourage pure IS research as well as inter-disciplinary research 

with partners from journalism, communication, sociology, political science, and other disciplines.  

 

Example fake news (FN) topics for the special issue include, but are not limited to:  

• Different sources, domains, and purposes of FN 

• Impacts of FN on users, groups, companies, and/or societies 

• User attitudes and behaviors about FN, and the effectiveness of user interventions (e.g. 

education, nudges)  

• Trust, authenticity, authority, and truth on social media and the Internet in general 

• Social media companies’ attitudes and behavior around the consumption and/or sharing of 

FN  

• Effects of platform governance, management, and technical affordances on the spread and 

consumption of FN  

• Technical, behavioral, economic, regulatory/policy solutions to reduce the consumption 

and/or sharing of FN  



• Design of algorithms, social bots, curation systems, recommendation systems and their 

effects on the spread of FN, whether to promote or inhibit FN. 

• Crowdsourcing innovations to counter FN  

• Contribution of online communities in the incubation, spread, and/or detection of FN  

• Business models, innovations and opportunities in news and media businesses to counter FN  

• National, cultural, and institutional differences in the nature and dynamics of FN  

• Organized disinformation operations on social media: sources, dynamics, effectiveness, and 

responses 

• Social media manipulation and algorithmic “gaming” to encourage the spread of FN 

• New theories around FN. 

 

We welcome research using a variety of methodologies, and at any level of analysis, such as:  

• High quality qualitative (e.g., interview, observation) or quantitative (e.g., experimental, 

survey) research of all kinds  

• Archival and observational research using data drawn from the Internet 

• Mixed methods research (e.g., surveys complemented with digital trace data) 

• Research proposing and evaluating innovative artifacts (i.e., design science research) 

• Comprehensive theory development papers. 

 

Timeline 
Authors are welcome to email an abstract or extended abstract to the Guest Editors prior to submission if 

they have questions about their paper’s fit with the special section. Official submissions should be 

emailed to: ardennis@iu.edu 

Due: April 30, 2020 

Notification: July 15, 2020    

1st Resubmission: October 15, 2021  

Notification: January 15, 2021      

2nd Resubmission: April 15, 2021  

Final Decisions: June 15, 2021 
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